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At the recent AICPA year-end conference, SEC staff members indicated that they will
be looking more closely at internal controls for this year end including control
considerations for new accounting pronouncements, the evaluation of deficiencies,
the overall impact of a deficiency and cyber security. With the much talked about
revenue recognition standard (ASC 606) becoming effective for December 31, 2018
fiscal year-end companies and the new lease standard (ASC 842) going into effect in
the following year,the SEC will consider transition controls, as well as the
addition of daily controls designed to ensure revenue and leases are appropriately
accounted for on an on-going basis.  In addition to the new accounting
pronouncements, the SEC staff indicated that management should really consider the
severity of control deficiencies and the severity should be considered through the
eyes of a “prudent official.”   While management is evaluating a deficiency, they
should also consider the impact of the deficiency on not only the specific area to
which the control pertains, but also consider if any other financial statement areas
could be impacted.  Finally, how can we talk about accounting or internal controls
without considering “cyber.” The SEC staff noted that nearly all companies are
impacted by potential cyber attacks and this risk should be included in management’s
risk assessment. The SEC wants to ensure that public companies consider the risk of
a material weakness to their financial statements and, as such, consider the
controls implemented to mitigate this risk.

You’ve heard our thoughts… We’d like to hear yours

The Schneider Downs Our Thoughts On blog exists to create a dialogue on issues that are
important to organizations and individuals. While we enjoy sharing our ideas and insights, we’re
especially interested in what you may have to say. If you have a question or a comment about
this article – or any article from the Our Thoughts On blog – we hope you’ll share it with us.
After all, a dialogue is an exchange of ideas, and we’d like to hear from you. Email us at
contactSD@schneiderdowns.com.

Material discussed is meant for informational purposes only, and it is not to be construed as
investment, tax, or legal advice. Please note that individual situations can vary. Therefore,
this information should be relied upon when coordinated with individual professional advice.
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